Question from eBay member----Respond Now

Its an E-mail sent out by phishing scammers, the E-mail looks partly authentic written by a member using theme boxes and the identical logo, but spelling, grammar and the using of obscene language lends its self to being a fake, it asks you to open a link “Respond Now “to reply to this E-mail which takes you to a lookalike website, that asks for login and personal details once submitted scammers can commit fraud against you, to find out whether it’s a true website place the URL manually in your browser.